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user’s account. In other cases, DOC personnel may send basic business contact information, such
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• 

• 

                                                           
1 Criteria for Managing Email Records in Compliance with the Managing Government Records Directive (M-12-18), 
April 6, 2016, available at: www.archives.gov/files/records-mgmt/email-management/2016-email-mgmt-
successcriteria.pdf.  
2 https://www.archives.gov/records-mgmt/bulletins/2013/2013-02.html  



  

3 
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• 

connected to the HCHB Network Infrastructure. However, there’s no

 

(Check all that apply.)
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(Check all that apply.)

Driver’s License

Mother’s Maiden Name
 

is only part of the user’s email signature profile.
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(Check all that apply.)

  

(Check all that apply.)
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(Check all that 
apply.)

(Check all that apply.)
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result of the bureau’s/operating unit’s

There is a risk that a user’s account could be compromised

user’s com
Access and Use policy (i.e. a “Rules of Behavior”)

There is a risk of inappropriate disclosure or use of data:  
user’s 

“Rules of Behavior”)

 

(Check all that apply.)
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State, local, tribal gov’t agencies

OS064A’s authentication servers

(Check 
all that apply.)

red within the Agency’s system.
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(Check all that apply.)
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(Check all that 
apply.)

(Include data encryption in transit and/or at rest, if applicable). 

(A new system of records notice (SORN) is required if the system is not covered 
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by an existing SORN).
As per the Privacy Act of 1974, “the term ‘system of records’ means a group of any records under the control of any agency fr

to the individual.”

(list all that apply)

(Check all that apply.)

(Check all that apply.)
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(The PII 
Confidentiality Impact Level is not the same as the Federal Information Processing 
Standards (FIPS) 199 security impact category.) 

–

–

–

(Check all that apply.)
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