nature of injury. Since the electronic case management files were created in 1975, these electronic files are located in District Offices that have jurisdiction over the claim, and (as noted above under “System Location”), a complete central data base is maintained at the location of the contractor. Prior to 1975, a paper index file was maintained; these records were transferred to microfiche and are located in the national office.

SAFEGUARDS:
Access by authorized personnel only. Computer security safeguards are used for electronically stored data and locked locations for paper files. Only personnel having an appropriate security clearance may handle or process security files.

RETENTION AND DISPOSAL:
All case files and automated data pertaining to a claim are destroyed 15 years after the case file has become inactive. Case files that have been scanned to create electronic copies are destroyed after the copies are verified. Electronic data is retained in its most current form only, and as information is updated, outdated information is deleted. Some related financial records are retained only in electronic form, and destroyed six years and three months after creation or receipt.

SYSTEM MANAGER(S) AND ADDRESS:
Director for Federal Employees’ Compensation, Office of Workers’ Compensation Programs, 200 Constitution Avenue NW., Washington, DC 20210.

NOTIFICATION PROCEDURE:
An individual wishing to inquire whether this system of records contains information about him/her may write or telephone the OWCP district office that services the state in which the individual resided or worked at the time he or she believes a claim was filed. In order for the record to be located, the individual must provide his or her full name, OWCP claim number (if known), date of injury (if known), and date of birth.

RECORD ACCESS PROCEDURES:
Any individual seeking access to non-exempt information about a case in which he/she is a party in interest may write or telephone the OWCP district office where the case is located, or the systems manager, and arrangements will be made to provide review of the file. Access to copies of documents maintained by the employing agency may be secured by contacting that agency’s designated disclosure officials.

CONTESTING RECORD PROCEDURES:
Specific materials in this system have been exempted from certain Privacy Act provisions regarding the amendment of records. The section of this notice entitled “Systems exempted from certain provisions of the Act,” indicates the kind of materials exempted, and the reasons for exempting them. Any individual requesting amendment of non-exempt records should contact the appropriate OWCP district office, or the system manager. Individuals requesting amendment of records must comply with the Department’s Privacy Act regulations at 29 CFR 71.1 and 71.9, and with the regulations found at 20 CFR 10.12.

RECORD SOURCE CATEGORIES:
Information contained in this system is obtained from injured employees; beneficiaries; employing Federal agencies; other Federal agencies; physicians; hospitals; clinics; suppliers of health care products and services and their agents and representatives; educational institutions; attorneys; Members of Congress; OWCP field investigations; State governments; consumer credit reports; agency investigative reports; correspondence with the debtor including personal financial statements; records relating to hearings on the debt; and other Department systems of records.

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS OF THE ACT:
In accordance with 5 U.S.C. 552a(k)(2), investigative material in this system of records compiled for law enforcement purposes is exempt from subsections (c)(3), (d), (e)(1), (e)(4)(G), (H) and (I), and (f) of 5 U.S.C. 552a, provided, however, that if any individual is denied any right, privilege, or benefit that he or she would otherwise be entitled to by Federal law, or for which he or she would otherwise be eligible, as a result of the maintenance of these records, such material shall be provided to the individual, except to the extent that the disclosure of the material would reveal the identity of a source who furnished information to the Government under an express promise that the identity of the source would be held in confidence, or prior to January 1, 1975, under an implied promise that the identity of the source would be held in confidence.

DOL/GOVT–2
SYSTEM NAME:
Job Corps Student Records.

SECURITY CLASSIFICATIONS:
None.
agencies which have law enforcement jurisdiction over students (which includes probation or parole officers) and/or the property on which the center is located. If the agency determines by careful review that the records or information are both relevant and necessary to any enforcement, regulatory, investigative or prosecutive responsibility of the receiving entity, and that the use of such records or information is for a purpose that is compatible with the purposes for which the agency collected the records.

e. To disclose all or any information to parents/guardians regarding students under the age of 18 for performance of parental rights and responsibilities.

f. To disclose information to Job Corps health consultants; Job Corps Center Review Board members (in appropriate disciplinary cases); State, county, and local health services personnel; family planning agencies; and physicians (public or private) to whom a student is referred for diagnosis or to receive treatment to assure continuance of proper health care, or notification and contact tracking for communicable disease control.

g. To disclose to state and local health departments all cases of infection or disease that are required to be reported to them in accordance with state and local laws. This disclosure shall be made by the Center Director.

Note: Center physicians shall deal with all cases of communicable diseases in accordance with Job Corps directives based on current recommendations of the Center for Disease Control of the Department of Health and Human Services.

h. To disclose information to State and local health departments regarding infected persons who are unwilling to notify their contacts at the center for the purpose of enabling the counseling of contacts.

i. To disclose information to medical laboratories necessary in identifying specimens for the purpose of testing.

j. To disclose information to social service agencies in cases of a student’s termination in order to provide services such as Medicaid, housing, finance, and placement.

k. To disclose information to the Army Finance Center, Fort Benjamin Harrison, Indiana, to pay student allowances and maintain and dispose of their pay records.

l. To disclose information to Federal, State, and local agencies and to community-based organizations for the operation of experimental, research, demonstration, evaluation and pilot projects authorized under sections 156 or 169 of the Workforce Innovation and Opportunity Act, 29 U.S.C. 3206 or 3224, except that in the case of a research project, the researcher shall guarantee to protect the anonymity of all staff and students involved in any presentation of the results of such study.

m. To disclose information to contractors and agencies that operate centers or have Outreach Admissions and Placement (OAandP) issues which demonstrate a legitimate need for the information to enable them to properly administer their responsibilities in the Job Corps program.

n. To disclose to the Selective Service system names, social security number, date of birth, and address of students, to ensure registration compliance for eligible applicants applying for Job Corps training benefits.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Files are stored electronically and/or on paper.

RETRIEVABILITY:

Records are retrieved by name, social security number, and date of student entry.

SAFE GUARDS:

Access by authorized personnel only. Computer security safeguards are used for electronically stored data and locked locations for paper files.

RETENTION AND DISPOSAL:

Job Corps centers will maintain records of terminated students for a period of 3 years unless custodianship is extended or terminated, for administrative reasons, by the regional office. Counseling records are retained on the Job Corps center for 6 months after student’s termination, after which they are destroyed. After termination, a summary or copy of the counseling record is placed in the health record.

After 3 years, centers will retire the records to the appropriate Federal Records center. Students’ records are subject to destruction 75 years from the birth date of the youngest student’s record contained in a GSA records retirement box, with the disposal authority being NC 369–76–2, Item 59.

[Note: Centers will send a copy of the SF 135–135 A (transmittal and receipt form) to the appropriate Job Corps regional office, after they have received the accession number from the appropriate Federal Records Center. In the event of a student’s death, the student’s entire personnel record shall be sent to the U.S. Department of Labor Job Corps National Health Office within 10 days of date of student’s death.]

SYSTEM MANAGER(S) AND ADDRESS:


NOTIFICATION PROCEDURES:

Inquiries should be mailed to the System Manager.

RECORD ACCESS PROCEDURES:

A request for access should be mailed to the System Manager.

CONTESTING RECORD PROCEDURES:

A petition for amendment should be mailed to the System Manager.

RECORD SOURCE CATEGORIES:

Information contained in this system is obtained from outreach/screening and placement contractors; Job Corps centers; Job Corps students; employment services; parole officers; State and local law enforcement agencies.

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS OF THE ACT:

None.

CENTRAL—DOL Central Systems of Records

DOL/CENTRAL—1

SYSTEM NAME:

Correspondents with the Department of Labor.

SECURITY CLASSIFICATION:

None.

SYSTEM LOCATION:

At the offices of each component agency within the U.S. Department of Labor, including national, regional, and contractor offices, and at the offices of call centers serving the Department including the Department’s national call center currently located at the contractor’s site in Chantilly, Virginia.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Individual correspondents with the various components of the Department who contact, by telephone, U.S. Mail or other mail/delivery service, online, email, or phone bank, components within the Department for various reasons such as, but not limited to, requests for information, brochures, requests for compliance assistance, requests to subscribe to message boards, and/or to use Web site based programs. It includes callers to the Department’s