The way the system operates to achieve its purpose which are public facing:

through the Department and the Census Data Application Programming Interface (API) portion of the environment of data intelligence and analytics, empowering executive decision making. The DataWEB brings together demographic, economic, environmental, health and other datasets.

The purpose that the system is designed to serve:

The DataWEB is a standalone system.

Whether it is a standalone system or interconnected:

The DataWEB systems are located at the Bowie Computer Center. The center is a single-story site.

System Location:

Whether it is a general support system, major application, or other type of system

Information system in a way that a non-technical person can understand:

Description of the Information System and Its Purpose: Provide a General Description of the system.

Pursuant to the Director of Commerce (DOC) IT security/privacy policy, all questions and concerns should be directed to the Office of Management and Budget (OMB) Privacy Office. The Department of Commerce (DOC) has determined that the Privacy Impact Assessment (PIA) for this IT system is necessary for this IT system. This PIA is a demonstration to assist with.

Introduction: This Privacy Threshold Analysis (PTA) is a demonstration to assist with.

Unique Project Identifier: N/A

U.S. Census Bureau/CEN3 DataWEB

U.S. Department of Commerce Privacy Threshold Analyses
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The public data in TheDataWeb can be accessed by the public through its web interface.

(6) Identify individuals who have access to information on the system

have not been authorized access.

The public or shared with other government agencies, organizations or Census personnel that
authorized access by TheDataWeb and the data owners(s). Internal microdata is never released to
variables. This information is only available to Internal Census Bureau analysts who have
been processed through disclosure avoidance procedures, used data and processing
implementations for access by Authorized Internal Analysts Only(7) that include data that has not
TheDataWeb also maintains internal microdata (as noted under „General Personal Data"
never released to the public or shared with other government agencies or organizations.
only by US Census Bureau personnel specifically authorized by CEN13. Internal microdata is
access, and numbers of persons, is stored for internal system use only and is accessible
within may include email addresses, employer/organization information, IP address, internet address of
Systems Use Only(7) related to the Census Open Data API Key registration. This microdata,
TheDataWeb collects internal microdata (as noted under „General Personal Data for Internal
avoidance rules.

performed by data powers that controls the release of public data compliant with all disclosure
that the data included in TheDataWeb has been excluded prior to any release to TheDataWeb. The data
validation
information that is included in TheDataWeb from data owners who have validated
The 13", or Title 16. There is no PII or PHI disseminated through TheDataWeb. The only
available through TheDataWeb is public data that does not contain any Title 13, Title 16,

by the system

If a general description of the type of information collected, maintained, use, or disseminated
analyses, data visualization and/or graphic representation.

TheDataWeb is a web application. A typical transaction is a user request made through
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Changes That Create New Privacy Risks

<table>
<thead>
<tr>
<th>Category</th>
<th>Changes That Create New Privacy Risks</th>
</tr>
</thead>
<tbody>
<tr>
<td>I. Information in Character</td>
<td>Symptom: System Change</td>
</tr>
<tr>
<td>J. Commercial Sources</td>
<td>Symptom: Non-Disclosure</td>
</tr>
<tr>
<td>K. Collection</td>
<td>Symptom: Data Breach</td>
</tr>
<tr>
<td>L. Internal Flow of</td>
<td>Symptom: Data Breach</td>
</tr>
<tr>
<td>M. New Information</td>
<td>Symptom: Data Breach</td>
</tr>
<tr>
<td>N. Changes in Collection</td>
<td>Symptom: Data Breach</td>
</tr>
</tbody>
</table>

1. What is the status of this information system?

Questionnaire:

- Census Program Sources:
  - How information is transmitted to and from the system
  - How information is transmitted to and from the system

- Data Entry Web is a web application. Access to Data Entry Web is provided internally to the system, from internal web sites and APIs. Data Entry Web is provided internally to the system, from internal web sites and APIs. Data Entry Web is a web application. Access to Data Entry Web is provided internally to the system, from internal web sites and APIs. Data Entry Web is a web application. Access to Data Entry Web is provided internally to the system, from internal web sites and APIs.

- User requests are made after successfully logging into Data Entry Web by using an email address as a user id. Such emails are never associated with specific individuals of P/BI and are stored.

- Authorized access to Data Entry Web is only available to internal Census Bureau employees that have authorized access to Data Entry Web. This information is only available to authorized access to Data Entry Web. This information is only available to authorized access to Data Entry Web. This information is only available to authorized access to Data Entry Web.
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4. **Does the IT system collect, maintain, or disseminate personally identifiable information?**

   - **Yes, the IT system collects, maintains, or disseminates PII about: (Check all that apply)***
   - **No, this IT system does not collect any PII.***

   - **Other business entities***
   - **Companies***

3. **Does the IT system collect, maintain, or disseminate business identifiable information (BII)?**

   - **Yes***
   - **No***

2. **Is the IT system or its information used to support any activity which may raise privacy concerns?***

   - **Yes***
   - **No***

1. **Are there any SSAF approved Privacy Impact Assessments (Version 01-2015) or Questions and Completer Checklists which are not applicable to this system or its information?***

   - **Yes***
   - **No***
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Assessment and Authorization Package

The PLA and the approved PLA must be a part of the II System.

If any of the answers to questions 2, 3, 4b, and/or 4c are "Yes," a Physical Impact Assessment (PIA) must be completed per the II System. The PIA and the approved PIA must be a part of the II System.

Impact Level:

No, the context of use will not cause the assignment of a higher PII confidentiality level.

Yes, the context of use will cause the assignment of a higher PII confidentiality level.

Examples of context of use include, but are not limited to, law enforcement investigations, administration of benefits, commerce, defense, and discrimination (context of use) can cause the assignment of a higher PII confidentiality level.

4c. Will the purpose for which the PII is collected, stored, used, processed, disclosed, or transmitted by the II System?

No, the user ID is the only PII collected, maintained, or transmitted by the II System.

Yes, the II System collects, maintains, or transmits PII other than user ID.

4b. Does the II System collect, maintain, or transmit PII other than user ID?

If the answer is "Yes" to question 4b, please respond to the following questions:

No, this II System does not collect any PII.

Members of the public

Contractors working on behalf of DOC

DOC employees

(apply)

Yes, the II System collects, maintains, or transmits PII about: (Check all that apply)
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and as a consequence of this non-applicability, a PIA for this IT system is not necessary.

I certify the criteria implied by the questions above do not apply to the CEN33 DataWeb. _X_

CERTIFICATION
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