The SharePoint platform allows developers to create websites for various purposes such as document management, workflow automation, web portals, intranets, as well as others.

SharePoint is intended for all Census hosted SharePoint solutions, for internal (Census Bureau) customers.

Only (and external) (Non-Census Bureau) customers.

The purpose that the system is designed to serve:

Identification and authentication of users.

SharePoint solutions for internal users will utilize Windows Active Directory for controlled access to Census data, which is only available to approved individuals.

Census controlled data and services. The system provides supporting services required to allow Census on demand requirements to allow external users to securely authenticate and communicate via C-PASS (Census Public Access Security System) (C-PASS).

SharePoint solutions for external users will utilize the Census Public Access Security System (C-PASS) encryption for any other systems to which it is connected.
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(1) System location

and manage digital information within organization.

Microsoft SharePoint is a collection of Web-based tools and technologies that help users store, share, and manage digital information within an organization.

(2) Whether it is a General Support System, major application, or other type of system.

Information system in a way that a non-technical person can understand.

Provide a general description of the system and its purpose.

(3) Office (CFO).

Information is needed in order to complete this PTA, please contact your Bureau Chief Privacy.

Department of Commerce (DOC) IT Security/Privacy Policy. If questions arise or further determination is needed from the Office of Management and Budget (OMB) Privacy Office and the Chief Information Officer (CIO), the Privacy Impact Assessment (PIA) is necessary for this IT system. This PTA is:

Introduction: This Privacy Threshold Analysis (PTA) is a questionnaire to assist with:
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Information is transmitted to and from the system.

(a) How information is transmitted to and from the system

(b) How information is transmitted to and from the system

(c) How information is transmitted to and from the system

(d) How information is transmitted to and from the system

(e) How information is transmitted to and from the system

(f) How information is transmitted to and from the system

(g) How information is transmitted to and from the system

(h) How information is transmitted to and from the system

(i) How information is transmitted to and from the system

(j) How information is transmitted to and from the system

(k) How information is transmitted to and from the system

(l) How information is transmitted to and from the system

(m) How information is transmitted to and from the system

(n) How information is transmitted to and from the system

(o) How information is transmitted to and from the system

(p) How information is transmitted to and from the system

(q) How information is transmitted to and from the system

(r) How information is transmitted to and from the system

(s) How information is transmitted to and from the system

(t) How information is transmitted to and from the system

(u) How information is transmitted to and from the system

(v) How information is transmitted to and from the system

(w) How information is transmitted to and from the system

(x) How information is transmitted to and from the system

(y) How information is transmitted to and from the system

(z) How information is transmitted to and from the system

A general description of the type of information collected, maintained, used, or disclosed.

The Bureau's Privacy Officer for Information and Authentication of Users.

The solutions will utilize an expanded system within the CENS2 database. The CENS2 database contains additional information within the CENS1 database and maintains accounts as well as their passwords. The CENS2 system is an expanded system which allocates resources to users. The expansion allows for the CENS2 database and maintains additional information within the CENS1 database.

The expansion allows for the CENS2 database and maintains additional information within the CENS1 database.

The expansion allows for the CENS2 database and maintains additional information within the CENS1 database.
3. Does the IT system collect, maintain, or disseminate business identifiable information (PII)?

X No

Yes, please describe the activities which may raise privacy concerns:

2. Is the IT system or its information used to support any activity which may raise privacy concerns?

X

(This is an existing information system in which changes do not create new privacy risks)

| Changes that Create New Privacy Risks (specify): |
|-------------------------------------------------|----------------------------------|
| a. Collection                                    | Management Changes               |
| b. New Public Access                            | Significant System               |
| c. Significant System                            | Significant System               |
| d. Significant System                            | Significant System               |
| e. New Information Sources                       | Significant System               |
| f. Significant System                            | Significant System               |

Complete chart below, continue to answer questions and complete certification.

1. What is the status of this information system?

Questionnaire:

- Use of trusted Internet connection (TIC)
- Internet Sites
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4. Does the IT system collect, maintain, or disseminate Personally Identifiable Information (PII)?

   - Yes, the IT system collects, maintains, or disseminates PII.
   - No, this IT system does not collect any PII.

Members of the Public:
- Yes
- No

Members of the Media:
- Yes
- No

Members of the DOC:
- Yes
- No

Members of the other business entities:
- Yes
- No

Members of the other business entities:
- Yes
- No

Check all that apply.

If the answer is "Yes", to question 4a, please respond to the following questions.

4a. Does the IT system collect, maintain, or disseminate Personally Identifiable Information (PII)?

   - Yes, the IT system collects, maintains, or disseminates PII.
   - No, this IT system does not collect any PII.

Check all that apply.

4b. If the answer is "Yes", to question 4a, please respond to the following questions.

   - Yes, the IT system collects, maintains, or disseminates PII.
   - No, this IT system does not collect any PII.

Check all that apply.
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Note: The Office of Management and Budget's (OMB) guidance states that the term "Personally Identifiable Information" (PII) means any information that is: (a) Linked or reasonably linkable to a specific individual; or (b) Consists of information that is not generally known to the public or otherwise publicly available. PII includes, but is not limited to, names, addresses, social security numbers, birth dates, email addresses, and other information that can be used to distinguish or trace an individual's identity. The term is used in the context of identifying information. Therefore, the collection, maintenance, or dissemination of PII must be in accordance with applicable laws and regulations, including the Privacy Act of 1974 (5 U.S.C. 552a).
If any of the answers to questions 2, 3, a) ,b) ,c) , or d) are "yes", a Preproject Impact Assessment (PPA) must be completed for the II system. This PPA and the approved PPA must be a part of the II system’s

Impact level

Yes, the context of use will cause the assignment of a higher PII confidentiality level.

No, the context of use will not cause the assignment of a higher PII confidentiality level.

---

Examples of context of use include, but are not limited to, law enforcement investigations, administrative or personnel, contract, and disease discrimination (context of use) cause the assignment of a higher PII confidentiality impact.

4c. Will the purpose for which the PII is collected, stored, used, processed, disclosed, or
CERTIFICATION
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